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Abstract— Mobile Adhoc Network (MANET) is the collection
of independent mobile nodes that can communicateeéxh other
via radio waves. The mobile nodes that are in radimge of each
other can directly communicate, whereas others nekd aid of
intermediate nodes to route their packets. Thesawoeks are
fully distributed and can work at any place withotite help of
any infrastructure. This property makes these netksrhighly
exile and robust. There are many protocols which gyeposed
on the issues of MANET but they have not considerell a
possibility of routing in intra as well as inter zan The main
motto of the research is upgrading the existing ZRRbdel with
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II. ROUTING IN MANET

The process of sending and receiving data fromnmuole to
another is done with the help of routing protocdis.
MANET each node works as router. Sender and receire
capable of communicate, if and only if they aredasthe
communicate range beside sender has sent the reessag
through the nodes [5]. The chief goal in ad-hoavoek is
to create an accurate and capable route amongesoopl

enhancement of namely MDVZRP, SBZRP, and QCS to achievéiodes and to make sure that the proper and tiredase of

better performance. The design goals of ZRP enhaneat are to
enhance the performance in the area such as quickute
reconfiguration, route acquisition delay, and low rhiity
scenarios considering the all possible way of rogfim inter as
well as intra zone.
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I. INTRODUCTION

Mobile Ad Hoc Networks are the self-organizing aself-
configuring wireless networks which do not rely affixed
infrastructure and has the capability of rapid dgplent in
response to application needs. Nodes of these retwo
function as routers which discover and maintaintgsuo

packets [4]. The routing protocols for MANET can be
categorized into three types according to procedses for
route discovery and route maintenance: reactiveoms
demand, proactive or table driven and hybrid raytin
protocols combination of both reactive and proactiv
routing protocols [4].

A.REACTIVE ROUTING PROTOCOLS

Reactive Routing protocols are on demand routigogols
in which route is required, when its demand for tza
packets [6]. At any time, if source wants to serebsage to
receiver, then the protocol create a path as ssowteen
demand for the route. Ad hoc On-Demand Distancedrec

other nodes in the network. The AD-hoc network [1houting (AODV), Cluster based Routing Protocols FEB

applications  include  military  applications, casualy
conferences, meeting, virtual classrooms,
search-and-rescue operations, disaster relief tpera

automated battlefield and operations in environsevitere
construction of infrastructure is difficult or expg@ve. In
MANET, due to lack of centralized entity and mohilgture

nd Dynamic Source Routing Protocol (DSRP) are On-

€mergeng¥emand Routing protocols [2].

1. AODV

AODV have some combine properties of DSR and DSDV.

of nodes, network t0p0|ogy Changes frequenﬂy and is based on Bellman-ford Distance Algorithm. AQD

unpredictably. Hence the routing protocols for adc h
wireless networks have to adapt quickly to the desg and
unpredictable changes of topology. There are manting
protocols available for Ad-hoc networks as AODV, &I
DSDV, DSR, DYMO, FSR, GSR, OLSR, STAR, TORA,
WRP and ZRP etc. In this paper we have used tlgéng
protocols: AODV [2], OLSF andZRP and evaluated the
performance of these three routing protocol asnatfan of
pause time and number of nodes.
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always discover a route source to destination amty
demand [7]. It used route finding procedure andtingu
tables for maintaining route information [8]. AODW¥sed
REEQ AND RREP for communication. A RREQ holds the
senders’ address, the address of the wanted nadbaitast
sequence number inward starting that nodethdre is
present one. The receipt node checks if it hasiterto the
particular node, if there exists a route and thgueece-
number to set up a fresh route. The node respanskeet
requesting by transfer a route replies (RREP). @&utthe
other hand supply a route does not stay alive #oeipt
node sends a RREQ itself to attempt to discoveuterfor
the request node [9]. AODV perform both unicast and
multicast routing and it preserve a path while meedor
communication [4].

B. PROACTIVE ROUTING PROTOCOLS
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Proactive Routing protocols are table driven anerehis
require retaining regular up-to-date routing infation
about the every node inside the network and itestdhe
entire information within route table in the typé aache
[6]. Destination Sequenced Distance Vector (DSDV)
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routing protocol, Global State Routing (GSR), Waisd neighborhood of a node can modify rapidly. This eod
Routing Protocol (WRP), Zone Based HierarchicalkLin always desires to update the routing informati@3i.[1IARP
State Routing Protocol (ZHLS) and Clustered Gatewagrotocol is use indoor routing zones [14].

Switch Routing Protocol (CGSR) are table driventiray

protocols [7]. 1. b. IERP: Inter zone Routing Protocol is globedative
routing component of the ZRP, the Inter zone Rautin
1. OLSR Protocol takes gain of the well-known local topologf a

node's zone and using a reactiv®ve towards enables

OLSR is a hop by hop proactive routing protocol.isit comm.unicatio.n using nodes in previous zones.[lﬁ]. I
optimizations of clean connections state algorithrad hoc ~ R€active routing protocol IERP is used among rg.zianes

networks. The routes are always all the time ateon<,Il4]'

presented when required suitable to its proactia@ur® 1 ¢ BRP: The Border casts Resolution Protocaisisd in

[10]. OLSR used multipoint relay (MPR). MPR arethe ZRP to nonstop the route requests start withgthbal

responsible for generating and forwarding topologyeactive IERP to the minor nodes and removing @igus

information. OLSR always need to maintain routinglés. queries and maximize effectiveness [13]. It uses ltitra

OLSR has three types of control messages, Hellpplbgy zone routing information provided by IARP to create

Control (TC), and Multiple Interface Declaration Iy)  border cast tree.

11].

] Ill. RELATED WORK

1. a. Hello: OLSR makes use of "Hello” messageitbit  Thjs section reviews the some of literature peitainto

is one hop neighbors and it is two hop neighbolrsugh  routing in wireless ad hoc networks. In [1], the rkwo

their responses. This control message is tranginfite presents query controlled scheme to provide enltance

sense the neighbour and used for MPR calculation. detection and prevention of overlapping queriess Work
done in [2] presents a selective border casting zonting

1. b. Topology Control: OLSR uses topology con{fbC) protocol to reduce the network load by limiting thember

messages along with MPR forwarding to disseminat@f control packets when the protocol searches éov route.

f
neighbour information throughout the network. The work presented in [3], is a protocol called tipath
distance vector zone routing protocol for mobile-had

networks, which uses a topological map of the zmmeered

1. c. Multiple Interface Declaration: MID messageludes on a node to guarantee loop freedom and alternptittes in

the record of every IP addresses use by every modes the case of route failure and disjoint paths. 1B5][An

network. Every single nodes running on OLSR broatca,qqrithm is proposed to provide improved qualitgervice
messages on extra than single interface. such as low end to end delay and high throughguhybrid
. i . routing protocol ZRP. In paper [16] independent eon
1. d. Multi Point Relaying: MPR are used nodesrémsmit  youting is proposed, which allows adaptive andrittisted
route message. The choice of MPR is base on HELLEbnfiguration for the optimal size of the each risdeuting
communication send between the neighbor nodes. zone on the per node basis. In [6], it has giverere about
the current routing protocols in Ad-hoc networks.
C. HYBRID ROUTING PROTOCOLS
In this paper [17], he has proposed the secureagedsans-
Hybrid routing protocol have both the combines deatof =~ mission (SMT) protocol to safeguard the data trassion
Reactive and Proactive Routing protocols [6]. Icréased adainst arbitrary malicious behavior of network eedHe
the latency in reactive protocol and reduce thetrobn Suggest that SMT is a lightweight, yet very effeei

; ; ; : protocol that can operate solely in an end-to-emashmer. It

E\é/grer:jea%nof rﬁ)irec:gfgr\:iarloug?g Igrztr%ijms's Z?é;pcg:?lljiturexploits the redundancy of multi-path routing anldats its
. Y y 8peration to remain efficient and effective evenhighly

Temporally ordered routing algorithm (TORA) and 2on yqyerse environments. Overall, the ability of thetcols o

routing protocol (ZRP) are Hybrid routing protoc{is. mitigate both malicious and benign faults allowstfand
reliable data transport even in highly adverse oetw
1. ZRP environments is given in work [18].

The Zone Routing protocols combine the feature athb This [19] paper presents evidence that multipatliing can
reactive and proactive protocol into Hybrid Routingmask a substantial number of failures in the nétwor
Protocol [13]. ZRP is adaptive in nature and itelegs on compared to single path routing protocols and i
the present organization of network. As the nanferiiRP  selection of paths according to DPSP can be bealefir

is base on idea of the zone. A routing zone isrdisfor all Mobile ad hoc networks since it dramatically redutee
nodes, and the zones of adjacent nodes partialigroone rate of route discoveries. In [20], it is proposesdolution to
by one [12]. ZRP can be considered like a flat guot the managed-open scenario.

Zone Routing Protocol consists of numerous compsnen |, this paper [21], it is presented a protocol egll
which simply jointly offer the full routing advarge of Tryustworthiness-based Quality Of Service (TQOS)tinay
ZRP, each’s component work by itself. Component8R®  which includes secure route discovery, secure reatap,
are: IARP, IERP and BRP. and trustworthiness-based QoS routing metrics. rdbéng
metrics are obtained by combing the requirementghen
1. a. ARP: The first protocol of ZRP is the IARRt(n zone trustworthiness of the nodes in the network andQb& of
Routing Protocol). This protocol is used to comnsate the links along a route.
through the inner nodes of its zone and is patialthe

zones radius suitable to differ in topology, lindite In this paper[22], it is focused on the impact ablting

attack implemented by malicious nodes (MNs) on AODV
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routing protocol. The Simulation results shows tA@DV
protocol fails completely in presence of rushingack
Helpful Hints.

IV. SIMULATION

Simulation is the imitation of the operation of eakworld
process over time. Various simulators are availdiie
QualNet, OPNET, and NS2 etc. Here, simulation wark
done on NS2. NS2 is an object oriented simulatat ign
extensively used by research community. It is edeiven
and works in non-real-time fashion. NS2 uses Td alnject
Tcl shell as interface and consist of C++ core wesh This
section will do analysis on AODV, OLSR and ZRPsal
performance evaluation is done on the basis ofeufft
parameters.
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Figure 1.Packet Delivery Ratio

Average Throughput:- The throughput of AODV is
greater than another routing protocol. OLSR and ZRP
have almost similar throughput with small variaton
AODV has less overhead comparison to OLSR and
ZRP routing protocols. AODV performed better than
OLSR and ZRP.

A. Simulation Parameters 2.
Parameter Value
Platforr Linux CentOS
NS Versiot Ns-2.3:
Traffic Type CBR
Radio Propagatic TwoRayGroun
Antenna Typ OmniAntenni
Packet Siz 512 byte
Pause Tim 5, 10, 20, 40, 1(

Number of node

10, 20, 30, 40, ¢

6000
5000 A
4000 // \ /%<.

- A Y I
2000 / ‘_...-— ZRP

¢

1000

0

Table 1. Setup parameters for simulation

B. Performance Parameters 3.

The following metrics are used for different praitsc
evaluation:

e Throughput: Average rate of packets successfully
transferred to their final destination per unitéim

 End to End Delay: It signifies the amount of time
taken by packet from source to destination.

e Packet Delivery Fraction: Ratio of total data
packetgeceived to total ones sent by CBR source.

C. Results Analysis

Results are analyzed on the basis of different
performance metrics. Graphs shown below shows
simulation results are according to network andspaime
model i.e. varying number of nodes and changings@au
time respectively.

1. Packet Delivery RatioFig 4 shows the Packet Delivery
Ratio of AODV, OLSR and ZRP. In case of low traffic

5-30 no. Of source nodes and by placing 50 nodes

AODV perform better, but Packet Delivery Ratio &tar

Figure 2. Average Throughput

Average End to End Delay: The nature of AODV, it

has less connection setup delay than both OLSR and
ZRP. As the number of source nodes increases end to
end delay is also increases in AODV, OLSR and ZRP
routing protocols. But AODV has less end to encagel
than OLSR and ZRP.

035 End to end Delay(s)
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FIGURE 3. AVERAGE END TO END DELAY

V CONCLUSION AND FUTURE WORK

decreases as the number of source nodes increases. . . .
OLSR and ZRP perform less efficiently. Both oLsSRIN the_comparatlve analysis of Re_actwe_protocoIDAO
and ZRP have similar values of Packet Delivery &atiProactive protocol OLSR and Hybrid routing protoZ&P

with small variation.

performance metrics packet delivery ratio, Average

throughput, Average End to End Delay. The resuitsws
that ZRP demonstrated a really low packet delivertyo
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and throughput where the mobility is high. As thenter
of nodes increases, the routing load also increasiésthe
Zone Radius. The Zone radius in order to achieghéri
throughput should be kept low in range of 2-4 asfifjures
depicted above shows the best performance of ZRifeat
zone radius. On the other hand, average end taelag is
least at high Zone Radius. But this parameter abamet be
taken as a whole criterion for good performanceeréfore,
ZRP is termed as suitable only for a very largevoet so
the benefits of both proactive and reactive praoare
enjoyed. For future work, the analytical study @ptimum
Zone Radius will be done to achieve high throughjput
this literature, the simulations are done at camsprause

times and through CBR traffic. For our future work,

simulations will be done by varying pause time #mdugh
TCP traffic.
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