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Abstract: In this paper proposed a image forgery detection
method. The proposed method is a combination of prototype of
clustering and transforms function. The prototype clustering
technique gives the patch pattern and wavelet transform gives
texture feature. For the texture extraction of image used wavel et
transform function, these function is most promising texture
analysis feature. For the sdlection of feature generation of
pattern used clustering technique. Clustering technique is
unsupervised learning technique process by iteration. The
proposed method achieves 100% accuracy in just copy-move
forgery (without any change in the size or characteristics of the
object) forgery without post-processing and 98.43%, 86.58%, and
95.12% accuracies in copy-move forgery with rotation, scaling,
and reflection, respectively.
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Digital images,

I INTRODUCTION

Digital image processing play vital role in theldief social
engineering and processing of information. The eonbf
digital image is tempered by someone and broadicage
tempered image changes the actual content of digitage.
For the validation and verification of digital cent in
image used image forgery detection technique. Tiegé
forgery detection technique well knows method fagitell
image analysis of forensics. Now a day’s variouthens
and researcher focus on the improvement of detectitio
of image forgery method. Now the combination of gma
forgery method is used transform function such &TD
wavelet and some other transform function. The gseof
verification is necessary to check the authentiaitd the
integrity of the image by using modern and digitedthods;
they contribute to analysis and understanding efitages’
content, and then make sure of their integrity.

The prototype of clustering technique create thailar
pattern of block in terms of original image and gied
image. For the extraction of feature from the renage used
wavelet transform function. The wavelet transformdtion
well knows technique for the extraction of featuréhe
extracted feature passes through the clusteritmpigge and
creates block matching pattern. In section liculs about
proposed method. In section V discuss comparateeilt
finally, in section-VI conclusion and future scope.

Il RELATED WORK

In this section discuss the some related work énfisld of
image forgery detection. Some authors used tramsfased
method and some authors used pixel based techfaqtiee
processing of forgery detection.

[1] In this paper authors used SIFT transfoamction for
feature extraction for original and forged imagé&eTSIFT
transform function gives the value of key featuoinpvalue
for the processing of data. After the extractiolkey feature
point authors used image segmentation technigeenthge
segmentation technique gives the patch area of esstgih
image for the processing of forged image. For tlaciring
of patch used two different matrix and estimate dhea of
forged image.

[2] In this paper authors proposed a hybrid hodt of
image forgery detection. The hybrid method used
geometrical invariant function for the matching pttern.
The geometrical function gives the different shapd size
process for original image and forged image. The
performance of hybrid method is better than corneeat
technique and also reduces the false acceptarnioe rat

[3] In this paper authors used a method of image

There are many types of image forgery, the tmofocalization for the processing of copy and movke Topy

important and popular type is called copy-move éoyg
which uses the same image in the process of forJdrg
type of forgery is used for one of two things, ffite hide an
object or scene by copying the area of the imagepasting
it on another area of the same image. The seconbeis
repetition of object or scene with change in somalites
"such as size" by copying this object and pastingrni
another area of the same image. By the survey cfriven
government the alteration rate of digital color gmas 10%
in public issue. The alteration of image createmas issue

and move process used the density based areazhtaaii of
original image and forged image. The given tramafor
function extracted the key feature point of thefeddnt
location. Here also used restoration process ofjefgr
detection.

[4] In this paper authors used different metlodddmage
forgery detection in terms of pixel based operatamd
transform based operation. They try to enhance the
performance of image forgery detection processalsb
focus on importance of digital image data in teohsfficial

and creates negative impact in society. In this epaprecord.

proposed a digital image forgery detection methaskeld on
prototype of clustering technique.
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[5] In this paper authors discuss the image dghy
protection system using different method of watekimay
and stenography. The watermarking and stenograptwel
knows technique for the protection and authenticatbf
digital data. It's also describing the process aime
geometrical attack in concern of damage contradligital
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[l WAVELET TRANSFORMS FUNCTION Step 3. After the texture feature extraction aplplneans
technique for local pattern generation

tep 4. The pattern matching block selects thelcaiél
pattern of cluster algorithm of both original andrded
image
Step 5. Measure the distance between original inzagk

The feature extraction and processing of featureeiy
important phase of image forgery detection. For th
processing of feature extraction used wavelet foams
function. The wavelet transform function gives tagrture
feature data. The texture feature data is impoffieseiire )

: . - forged image.
of image. Basically the wavelet transform functicn L .
composition of frequency component of low pas<filt _Step 7. Ifthe valut_e of d'is 0 images are blocriginal else
and high pass filter. The derivation of transforamdtion image block area is forged.
describe here.

The 2D-DWT represents amage in terms of a | Forgedimage Original image
set of shifted and dilated wavelet functioh&hl jf )
HL ,jf HH and scaling functions LL thatorm an or l i
thonormal basis for%(R 2) . Given a J-scale DWTan
image x(s,t) of NxN is decomposed as DWT(2) DWT(2)
Nr i i
x(s,t) = uJ,k, LLJIKk,i(g)+
k,i=0
N-1
L wekafEI Kk, (st) Texture Matrix -
.............................. 1) Texture Matrix
EEB j=I k,i=O
with l
LLjki (s,t) =r JI2 (rjs-K,rlt-i), : i
if E Jk,i (s, 1),jf E K-means -
IKi (1) _ | K-means
=r i'%fE(ris-k,rit-i),BE
B,B.oooriiiiiiiiens (2)

{LH, HL, HH}, and NJ =N 1 2J. In this paper LH, Local Pattern
HL and HH are called wavelet orDWT -
sub-bands. uk,i =JJIx(s,t) J.k,;dsdt is a scaling

coefficient andw E Jk, =JJ x(s,{w E Jk,; dsdt

denotes the (k,i)th wavelet coefficient in scpland sub-

band B. Fig. 2 shows the scalirmpncept in wavelet

Local Pattern

transform. Matching Block -
V. PROPOSED METHODOLOGY i
In this paper proposed a cluster based image fprge
detection technique. The cluster based image fgrge & No
detection technique is very efficient instead ohgs f
transform based method such as wavelet transfothD&iT ifd=0 +=——» Forged Block

transform. The detection of forgery in color imagevery
difficult due to high intensity of pixel value. Hemwe used YW
clustering technique by graph prototype collectafndata Yes
for the process of clustering. For the generatibrcloster l
for the process of detection feature extractioncess are
required. For the extraction of feature used wavele
transform function.

In this section describe the process of progpasedel.
The proposed model contain with wavelet transform
function and clustering technique. The clusteriaghhique

original block

Figure 1: proposed model for image forged image

V. COMPARATIVE PERFORMANCE
generates the local pattern of block. EVALUATION
Step 1. Initially put the original image and forgethge for
the processing of feature extraction In this section we define the experimental resahslysis
Step 2. After processing of image discrete wavedgtsform with existing and proposed methods, the simulation
function are applied for the texture feature extoac environment is mat lab, and all software the penfomce

parameters are calculated with this software usixigting
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as well as proposed method methods. Here the dntect“u .
error at the image level is measured by the rafigdhe Y] T —— t0850
missing detection to the forged images (i.e. faisgative EFPD R E N
rate, FN), and the ratio of the false alarm to dniginal | i ,‘
images (i.e. false positive rate, FP ). MathemHyica S 1
Fn= |{forged images detected as original}|
[{Forged Images}| i
Fp=|{Original images detected as forged}| s
[{Original Images}| I
We also used some dataset for the result analysMICC- = :
600 this dataset is composed by 600 high resolut@ges i; i
containing realistic and challenging copy-moveak$a 160 |« : 1 '
are tampered images and 440 are originals. " s [
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Figure 4: Shows that the mapping density image wirav
for detection using SBD methods.
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Figure 2: Shows that the selected image window for
implementation.
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window for detection using proposed methods.

Table 1: Shows that the performance evaluation usm
SBD and proposed methods.

Types of Method
Image Name FN FP
SBC 17.40 35.06
Image-1
Proposed 14.02 32.06
SBD 6.86 37.6
; . Image-2 Propose
detection using SBD methods. P 5.40 34.6
Published By:
3 Blue Eyes Intelligence Engineering

& Sciences Publication Pvt. Ltd.



Prototype Based Image Forgery Detection Based on @tering and DWT Transform

Comparative result performance for
SBD and proposed methods for image-1
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Figure 6: Shows that the comparative performance aluation
graphs for FN with using SBD and Proposed methodsiti
using image-1.

Comparative result performance for SBD
and proposed methods for image-2

EFN

O B N W b U1 O N
1

SBD PROPOSED

Figure 7: Shows that the comparative performance aluation
graphs for FN with using SBD and Proposed methodsiti
using image-2.

Comparative result performance for SBD
and proposed methods for image-1
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Figure 8: Shows that the comparative performance aluation
graphs for FP with using SBD and Proposed methodsitk
using image-1.

Comparative result performance for SBD
and proposed methods for image-2
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Figure 9: Shows that the comparative performance aluation
graphs for FP with using SBD and Proposed methodsith
using image-2.

VI. CONCLUSION AND FUTURE WORK

In this paper proposed an image forgery detectcohnique
based on clustering technique. The proposed imaggry
used wavelet transform function for the extractdrfieature
of original and forged image. The extracted feafpmsses
through clustering technique for the generation laxfal

pattern. The local pattern passes though matcHouk land
measure distance of two similar and dissimilar kéocThe
proposed image forged detection technique is véigient

in compression of local pattern and transform fiomcbased
technique.

The proposed methods are evaluated on a number o
original and forged images. According to our exmpemtal
results the proposed methods are quite attractivee
forgery is done with just copy-move, copy-move with
rotation, with scaling, and reflection. In this pess, an
image database that consists of original and fongedes is
also developed. The proposed method achieves 100%
accuracy in just copy-move forgery (without any g in
the size or characteristics of the object) forganghout
post-processing and 97.43%, 66.58%, and 99.12%
accuracies in copy-move forgery with rotation, sagl and
reflection, respectively. Also to ensure more éfficy, we
have added some random noise on the images, tbetidet
accuracy achieved 98.23%. While the proposed method
performs well even with additive white Gaussiansegbost-
processing.

For the evaluation of performance of copy-méwgery
detection in digital images, in future, we commeihe
following improvements.

a. Some sophisticated constraints on the featulectse
genetic can be applied to make the system morestobu

b. Detecting small target area and big size imagiagu
optimization technique.

c. Applying different classification technique f@attern
generation process.
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